**網站安全政策**

任何企圖干擾本局服務行為是被嚴格禁止並須負法律責任。
為網站安全目的及確保服務持續性，本局盡最大努力並採取以下安全防護措施：

1. 使用入侵偵測系統阻擋任何想破壞網站之人。
2. 建置防火牆避免不當使用網站服務以保障使用者權利。
3. 安裝防毒系統以提供使用者安全上網環境。
4. 定期演練系統災害復原以面對安全事件發生。
5. 執行每日資料備份於磁帶並置於另一安全場所。
6. 不定期下載漏洞修補程式更新系統，以防止不當行為並保護網站安全。